Blocking brute force attacks using binomial ladder filter in .net applications

Inputs for filtering

1. unique ID that identifies the account (email or userid)
2. IP address of the client that was attempting to login to
3. time of the attempt
4. API/protocol over which the attempt was sent
5. outcome of the Login Attempt
6. incorrect password